Modernisering af fjernadgang

¢ Branche: Infrastruktur og fast ejendom
* Omfattede brugere: 10.000
* Lagsning: Symantec ZTNA
og Cloud SWG
* Milje: Slutpunktsikkerhed + Cloud SWG
+ ZTNA

* Eksisterende VPN-licenser var ved
at udlgbe.

* Flere slutpunkts-/netvaerksagenter
skabte driftskompleksitet.

» VPN-oplevelsen var darlig, hvilket
pavirkede brugerproduktiviteten.

* Der var behov for problemffri
integration med eksisterende
Symantec slutpunktsfodaftryk

» Symantec Cloud SWG
» Symantec ZTNA

» Reducerede slutpunktsagenter
fra flere til én samlet Symantec-
enkeltagent.

+ Udskiftede VPN fuldt ud inden
for 3 maneder.

* Forbedrede betydeligt
brugeroplevelsen sammenlignet
med aldre VPN.

» Opnaede ensartet slutpunkts- og
netvaerkssikkerhed med forenklet
administration.

1. PROBLEMFRI FORLANGELSE AF SYMANTECS FODAFTRYK

Virksomheden havde leenge veeret afhaengig af Symantec for slutpunktsbeskyttelse. Da de
var utilfredse med VPN’ens ydeevne og med udlgbende licenser udvidede de Symantecs
funktioner ved at indfgre Cloud SWG og ZTNA, hvilket moderniserede adgangen, sa den
bedre passede til nultillidssikkerhed uden at introducere nye leverandgrer eller komplekse
infrastrukturer.

2. ENAGENT, FULDSTANDIG DZAKNING

Ved at konsolidere til Symantecs enkeltagent forenklede virksomheden IT administration

og reducerede slutpunkternes kompleksitet. Den enkelte implementering leverede bade
slutpunktsbeskyttelse og sikker netveerksadgang samt trafikinspektion for stgrre sikkerhed og
forenklet styring.

3. VPN-FRI OM 90 DAGE

Organisationen udfasede VPN fuldstaendigt inden for tre maneder. Overgangen var glat og
ikke-forstyrrende og gav steerkere sikkerhed for deres hybride arbejdsstyrke.

4. OVERLEGEN BRUGEROPLEVELSE

Brugere rapporterede dramatiske forbedringer med forenklet adgang, st@rre hastighed
og ensartet palidelighed gennem Google Clouds rygrad sammenlignet med den gamle
VPN-model. Dette ggede produktiviteten og styrkede medarbejdernes tillid til IT’s
moderniseringsstrategi.
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